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3.2 APPROACH TO ENSURE SERVICE QUALITY AND RELIABILITY 

(L.34.1.3.2) 

Getting the backbone network to a customer and ensuring that end-to-end 

quality meets an Agency’s needs requires a flexible approach for access, the 

right networking technology, and strict network planning and engineering 

rules. Qwest brings Agencies all of this on a proven converged platform that 

also enables service continuity. 

 

For several decades, Qwest has envisioned, designed, engineered, 

deployed, and operated highly-reliable network services. To accomplish our 

performance goals, Qwest uses a comprehensive quality assurance plan, quality 

control techniques, best practices for network design and operations, and industry 

standard proven technologies to ensure high service quality, and reliability. Many 

service providers design, purchase, and piece together different technologies, 

building hybrid networks consisting of disconnected architectures and 

miscellaneous equipment. Thus, user services are not fully integrated, controlled or 

managed, which in turn compromises service continuity, quality, and reliability.  

Qwest's unified network architecture exponentially increases service quality 

and reliability because it is built on self-healing SONET rings of fiber buried four feet 

below ground in protective conduits along railroad right of ways. Our fiber network 

facilities are built to exacting standards for environmental and power redundancy. 

Additionally, our architecture provides multiple levels of redundancy including 

switched redundancy at each Point of Presence (POP), plus connectivity to at least 

three other POPs to ensure service continuation in the event of a switch or path 

failure. Within 100 milliseconds of a failure, traffic is automatically routed around the 

failure, and undetected by users. 
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Qwest recognizes the Government’s concern about access arrangements' 

quality and reliability between SDPs, and SDPs and POPs, because while our 

backbone services are reliable, the key measure of our customers’ experience is 

total service satisfaction from end-to-end. Qwest must also ensure that our 

connections with other service providers including Local Exchange Carriers (LECs), 

Competitive LECs (CLECs), Interexchange Carriers (IXCs), and wireless access 

providers meet our requirements for quality and reliability.  

To accomplish our requirements for quality and reliability, Qwest has 

developed a technical approach that combining Commitment, Implementation, and 

Surveillance and Reporting to achieve the results shown in Figure 3.2-1. 

Figure 3.2-1. Qwest's Technical Approach Ensures the Delivery of the Highest 
Quality and Reliable Services to Agencies 
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Quality Control and 
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International and 
Industry Standards 

Protocol Errors 
Enhanced platforms for performance and 
reliability 

Usability, Security, and 
Service Reliability 

Security Systems Security Threats 
Maintain service reliability   
avoid service corruption and disruption 

Ease of Expandability Project Planning 
Utilization 
Percentages 

Improved strategic planning network build 
outs and service expansion 

Lowest Risk 
Strategic Risk 
Management Planning 

Risk Events 
Protection of service quality and reliability 
as well as  reduced impact if risk events 
occur 

 

Section 3.2.1 describes Qwest's access arrangements, characteristics, 

performance, and technical capabilities.  

Section 3.2.2 describes Qwest’s arrangements for exchanging traffic with 

other providers, and how we maintain service quality during failures. To provide 

access services, Qwest has a broad variety of agreements with local carriers to 

ensure flexibility, responsiveness, quality, and reliability. Qwest has strict quality 

standards directing how we connect with other carriers to maintain this high level of 
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performance. Qwest monitors its services 24x7x365 to ensure that we maintain the 

highest quality of services and optimize reliability for our customers. Surveillance 

monitoring and reporting includes performance measurements and capacity 

utilization, as well as fault and trouble analysis.  

Section 3.2.3 conveys how Qwest has designed and engineered its network 

architecture, implemented system tools, and made full use of standard protocols to 

handle congestion and failures to ensure resiliency, capacity, and avoidance to 

meet performance goals, Key Performance Indicators (KPIs), and quality of service.  

Section 3.2.4 describes the methods Qwest uses to test our services against 

our engineering designs, as well as to probe and continually monitor our services to 

ensure that we meet the AQLs for KPIs. Each of Qwest’s backbone data networking 

services provides the capability of ensuring the delivery of time-sensitive data.  

Section 3.2.5 explains the technologies that Qwest uses to provide high 

quality, real-time services. 

Figure 3.2-2 provides an easy reference to correlate narrative requirements 

to our proposal response. 

Figure 3.2-2. Responses to Narrative Mandatory Service Requirements 

Req_ID RFP Section RFP Requirement 
Proposal 
Response 

2266 E.2.2 
The Networx Services Verification Test Plan shall describe the process and 
procedures for verification testing individual services ordered under the contract. 

3.2.4 

2267 E.2.2 

The Networx Services Verification Test Plan shall detail the standard test 
procedures that will be used by the contractor to verify, at a minimum, that the 
services delivered under the contract meet the KPI/ AQL thresholds for the ordered 
service as specified in Section C.2, Technical Requirements, prior to delivering the 
ordered service to the customer 

3.2.4 

2262 
 

E.2.2 
 

The Networx Services Verification Test Plan shall also describe the change 
procedures for adding service-specific test plan attachments. 

3.2.4 

7676 E.2.2 (1) 
At a minimum the contractor must state:  1) how it proposes to notify the GSA CPO 
of any changes to its Networx Verification Test Plan, such as the addition of a 
service-specific test plan;  

3.2.4 

7675 E.2.2 (2) 
At a minimum the contractor must state:  2) how it plans to request and receive 
approval from GSA. 

3.2.4 
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offering a full-range of developed, implemented and managed traditional domestic 

and non-domestic switched access to comply with the following applicable 

standards:  American National Standards Institute (ANSI) T1.101, ANSI ISDN, 

International Telecommunications Union (ITU)-TE.164, ANSI Signaling System 7 

(SS7) and LSSR FR-64, at a minimum.  
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The Switch Management Center described above in Section 3.2.1.1.1 also 

supports CS Signaling and Voice Operations.  
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 Ka-band. Uplink: 30 to 31 GHz; Downlink: 20 to 21 GHz; Bandwidth: 500 MHz  

Standards: 

 Transmission Control Protocol-Internet Protocol Performance Enhancement 

Proxy (PEP) for Satellite transmission (IETF RFC 3135) 

 TIA-1008 [also known as IP over Satellite (IPoS)]  

 Transmission Performance and GFP Interfaces  

– ANSI T1.102/107/403/503/510 for T1 data rate  

– Telcordia PUB GR-499-CORE for T3 data rate  

– ITU-TSS G.702 and related recommendations for E1  

– ANSI T1.105 and 106 for SONET  

– USB 2.0 (USB Implementers’ Forum)  

– IEEE 802.3, including 10 Base-T/TX/FX and 100 Base-TX/FX  

Interfaces: Qwest fully complies with all mandatory stipulated and narrative 

features, capabilities, and interface requirements for SatAA. The content in Figure 

3.2.1-14 is intended to provide the technical description required and does not limit 

or caveat Qwest’s compliance in any way. 

Figure 3.2.1-14. Interfaces 

UNI Type Interface Type and Standard Payload Data Rate or Bandwidth Signaling Type 

1 ITU-TSS V.35 Up to 1.92 Mbps Transparent  

2 EIA RS-449 Up to 1.92 Mbps Transparent  

3 EIA RS-232 Up to 19.2 Kbps Transparent  

4 EIA RS-530 Up to 1.92 Mbps Transparent  

5 T1 [Std: Telcordia SR-TSV-002275; ANSI 
T1.403] 

Up to 1.536 Mbps Transparent  

6 T3 [Std: Telcordia GR400-CORE] Up to 43.008 Mbps Transparent  

7 E1 (Std: ITU-TSS G.702) (Nondomestic) Up to 1.92 Mbps Transparent  

8 USB 2.0 (high speed) (Optional) Up to 43 Mbps (Note maximum serial 
bus speed is limited to 480 Mbps) 

Transparent  

9 Air link interface (C-band, Ku-band, and 
Ka-band earth station)  

Up to 43.008 Mbps  Transparent  
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Qwest is drafting a Networx Services Verification Test Plan in preparation for 

its delivery due date, which is 60 days after contract award.  

Process and Procedures (Req_ID 2266) 

The Networx Services Verification Test Plan will contain the individual 

service test plans that Qwest uses on a regular basis, as well as team member 

provided services. As new services are requested by the Government, these 

individual Service Test Plans will be incorporated into the Networx Services 

Verification Test Plan. The individual test plans will be reviewed with the 

Government prior to adding any new service to the Networx Program. The 

Government may comment and suggest changes or improvements to the service 

test plan to be considered for incorporation into the plan. 

Testing at Time of Initial Service Delivery (Req_ ID 2264) 

Each time a service is delivered to an Agency for the first time, the individual 

service test plan will be executed. Each individual service test plan will include 

validation of SDP-to-SDP AQL achievement. Qwest will provide a copy of the 

service test as part of the acceptance process each time a service is delivered to 

the Government. 

Service-Specific Test Plan Attachments (Req_ ID 2262) 

As new services are requested by the Government, Qwest will provide the 

associated Service Test Plans and they will be incorporated into the Networx 

Services Test Plan. The individual service test plans will be reviewed with the 

Government prior to adding any new service to the Networx Program. The 

Government may comment and suggest changes or improvements for the service 

test plan to be considered for incorporation into the plan. 

GSA Approval (Req_ ID 7675) 

The Qwest Networx CPO will be responsible for managing the approval 

process with the GSA for the Networx Services Verification Test Plan. Qwest will 
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are assessed on an individual site or site-pair basis where applicable. This data is 

used to ensure all customer data network SLAs are systematically being supported 

by the network. Additionally, key network infrastructure interfaces (aggregation 

ports/network-to-network interfaces and ATM trunk ports) are monitored for 

packet/cell loss (including errors and discards) and availability, ensuring that no 

customer SLA issues are traceable to key network infrastructure ports. 






















