Global Crossing Global Crossing Converged IP Services- Enterprise

% Global Crossing’

SERVICE DESCRIPTION AND SLA FOR GLOBAL CROSSING CON VERGED IP SERVICES

Global Crossing Converged Servic&hese are the service terms and service levetagnet for Global Crossing’s

Converged IP Services_(“The Servicahich apply to Converged IP Services providedddgbal Crossing, in

addition to the terms of any Master Services AgreainRetail Customer Agreement or other Global Simgsmaster
agreement (in each case_a “Master Agreethexecuted by the Customer. Initial capitalizedrie not defined in these
terms and conditions have the meanings given ta thahe Master Agreement.

11

1.2

21

1 Description of Services

Service Description:Global Crossing Converged IP Services providetereid voice, data and
multimedia/collaboration applications that are ngathand delivered on Global Crossing’s MPLS-baged |
Network at designated speeds, subject to avaiabitiindividual Global Crossing access points biing the
customer to transport voice, data and multimediglooration applications among two or more customer
designated locations_(“Sit§sor if selected, to and from the Internet.

Customer shall execute Order Form(s) for the Serwigich will designate the following elements: (i)
Converged Connection type, (ii) Service Applicati@in) Service speed, (iv) Points of Presence (B at
which Customer will access the Global Crossing Bwark (v) local access circuit requirements (if)aigvi)
pricing, (vii) length of Initial Term for the Sere(s), (viii) Class of Service (“CdBlevels (as described in
section 2 below) applying at each IP VPN port fipbcable) and (ix) optional services selected lgtGmer, if
any (including Internet Access).

2. Converged Connection Types:

Four Converged Connection Types are available:b&I|€rossing IP VPN, Global Crossing Dedicatedrire
Access (“DIA); Global Crossing-arranged Third Party InternecAss; and Customer-provided Public Internet.
Customer may choose to have multiple Converged &aion Types at each Site at which Services abeto
provided.

IP VPN Converged Connection Type:Global Crossing IP VPN Converged Connection Typeigies a
connection to the Global Crossing IP VPN Networkiesignated speeds, facilitating the use of thei&er
Applications described in Section 6 below by Custoat one or more Customer Sites. The following€laf
Service (“Co9) levels are available at each IP VPN Convergedr@ation Type:

. Basic and Basic Plus
. Enhanced and Enhanced Plus
¢ Premium and Premium Plus

For the purpose of the SLAs set out in sectionldvibelP VPN Converged Connection type ports confgu
with Basic, Enhanced or Premium CoS at Off-Net iores and at LATAM Tier 2 On-Net locations (as thos
terms are defined in Section 4) will be treatetiagng Basic Plus, Enhanced Plus or Premium P& Co
respectively.

2.1.1 Billing: The IP VPN Converged Connection Type includeddhewing billing components:

« Monthly Port Rental charge_ (“MPR Chafyyea monthly recurring charge applied for the gsion of an
IP VPN port at a specified bandwidth level;

e “Commitment Charge a monthly recurring charge for a dedicated ant@irbandwidth connectivity
for each CoS level purchased; and

e “Usage Charge charges for usage within maximum CoS rate, allevels specified for Commitment.

The agreed MPR Charge, Commitment Charge, anthpgabit Usage Charge rates will be set out in #rei&e
Order Form. On a per-site basis, customer carhegtlevel of Commitment by CoS from minimum sulystion
level (which varies by port size) to full port speeTotal Commitment across all CoS may not exdetd port
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bandwidth as specified within the MPR. Customdmagvliedges that only the dedicated amount of badittwi
connectivity for each CoS level purchased by Custamguaranteed. For the purpose of the SLAsgdho
Section 4 below, the MPR Charge and Commitment gghor each port constitutes the “Monthly Recurring
Chargé or “MRC" for IP VPN Converged Connection Type.

In addition to the above billing components, pegrevcharges apply for logical and/or physical senghange
requests, including (but not limited to) changesoiating protocols, encapsulation, bandwidth, tiatés or CoS
level. Change Order Charges are set out in ther@ialen for the Service or agreed with Customehattime
the charge order request is received from Custo@tder charges applying in connection with opticsealvice
features are described below.

2.1.2 When applicable, Usage Charges are calculatecafdr B VPN Converged Connection as follows: Global
Crossing will measure average bandwidth usagéyénnfinute intervals, on all points of connecticteen
Customer and the Global Crossing IP VPN Networkafbmbound traffic to the Global Crossing IP VPN
Network (“Inbound Traffi€). At the end of each billing cycle, all data gaes (in Kbps) for Inbound Traffic
will be sorted from highest to lowest and the tep percent (10%) of measurements will be discarddua
highest remaining data sample of the Inbound Toaffll constitute the bandwidth usage amount fat th
particular month (the_“Usage AmoUintThe Usage Charge for each billing cycle forre@oS level selected by
Customer at each port shall be the amount by wihietUsage Amount exceeds the Commitment for each Co
multiplied by the per-megabit rates agreed withGlustomer.

2.1.3 Invoicing: Invoicing for IP VPN Converged Connection Typei)sfonthly in advance, beginning on the
Service Commencement Date for (a) the MPR Chabgehé Commitment Charge, and (c) any associated
monthly recurring charge for local access circuts] (i) monthly in arrears for the Usage Charge{s
applicable. Non-recurring installation chargesa(ify) will be invoiced on the Service Commencenizmie.
For all usage based billing components, usage bhak measured and reported by Global Crossiegsonk
traffic and billing management systems.

2.2 Dedicated Internet Access (DIA) Converged ConnectinType: Global Crossing DIA Converged Connection
Type provides a connection to Global Crossing hreeService Points of Presence at designated speeds
facilitating the use of the Service Applicationscgbed in Section 6 below by Customer at one atremo
Customer Sites.

2.2.1Billing Options: The DIA Converged Connection Type includes thofaing billing components:

«  “Commitment Charge a monthly recurring charge for a dedicated anmairbandwidth connectivity; and
e “Usage Charge charge for usage within available port bandwjdthove levels specified for Commitment;

The agreed Commitment Charge and per megabit UBhgrge rates will be set out in the Service Oraent
On a per-port basis, customer can set their lv€bomitment and/or rate limit from minimum subgtion
level (which varies by port size) to full port spge€ustomer acknowledges that only the dedicatezliatrof
bandwidth connectivity purchased by Customer igguiaed. For the purpose of the SLAs set out ini&eb
below, the Commitment Charge for each port cortstitthe “Monthly Recurring Charger “MRC” for DIA
Converged Connection Type.

Change Order charges: per event charges applyidgdizal and/or physical service change requéstiiding
(but not limited to) changes in routing protoc@scapsulation, or bandwidth rate limits. Changee®©@harges
are set out in the Order Form for the Service oeedjwith Customer at the time the change orderestgs
received from Customer. Other charges applyingoimection with optional service features are dbscri
below.

2.2.2 When applicable, Usage is calculated for &éhConverged Connection as follows: Global Cragswill
measure average bandwidth usage in five minutevaitebi-directionally (inbound and outbound) ohpalints
of connection between Customer and the Global @rgdB Network. At the end of each billing cycld, data
samples in each category will be sorted from higteebbwest and the top five percent (5%) of meaments
will be discarded. The highest remaining data danmpthe higher of the two categories will themstitute the
bandwidth usage amount for that particular mortk {tJsage Amourij. The Usage Charge for each billing
cycle at each port shall be the amount by whicHitbage Amount exceeds the Commitment multipliethiey
per-megabit rate agreed with the Customer. Thésiisetimes referred to as burst traffic.

2.2.3 Customer may have multiple DIA Converged @ations in use at any particular time, which mayehlaeen
ordered at different times. In these circumstanttese billing models are available, as follows.
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¢ Individual Commitment with Individual Usage Calctiten: Individual Usage is calculated on each DIA
circuit independently and then evaluated againstroitted traffic level.

« Common Commitment with Individual Usage Calculatibisage is calculated on each DIA circuit
independently and the sum of all Individual Usagmants on all applicable circuits is then evaluatgdinst
the common committed traffic level.

¢« Common Commitment with Common Usage Calculatioragédsis calculated across all DIA circuits as a
group or bundle and evaluated against committdfictfavels.

By default, unless otherwise agreed with Custother|ndividual Commitment with Individual Usage
Calculation billing model is used.

2.2.4 Invoicing: Invoicing for DIA Converged Connection Type isifionthly in advance for (a) the Commitment
Charge and (b) any associated monthly recurringgehfor local access circuits, and (ii) monthlyaimears for
Usage Charges, if applicable.. For all usage bty components, usage shall be as measuredequited
by Global Crossing's network traffic and billing negement systems.

2.3 Global Crossing arranged Third Party Internet Acces Converged Connection TypeFor certain Service
Applications, as outlined in Section 6 below, GloBeossing may agree (at Customer’s request) enge
Internet access using third party providers (“Thratty Internet Acce®s Access options vary on a country by
country basis and may include access to the Intera@verbooked and/or non-overbooked connectiDis,
technology, private leased circuits (fixed or wéisd) and/or Satellite. No CoS options are offeretial traffic
is treated as Best Effort only. Specific servictade (access type, e.g. downstream/upstream spasthmer
premises equipment requirements and number ofdReases) also differ on a country by country basis.
Customer understands and acknowledges that Thitg Péernet Access will, if requested by Custonimes,
provided by third party subcontractor(s) to GloBabssing and accordingly, is provided on an “aisis with
limited service level guarantees, as describectti® 4 below. Notwithstanding the foregoing, ©usér may
report faults and/or outages in Third Party Intevkecess to Global Crossing on a 24x7 basis arstié
circumstances Global Crossing will contact the @able third party service provider with a viewr&storing
service as quickly as possible. Global Crossingrimasontrol over, and shall have no responsibitity the
routing of the IPSEC tunnel from the Customer’'steotio the Global Crossing Remote VPN Access Gatewa
Details of any agreed Third Party Internet Accesise provided by Global Crossing (including pricemd
equipment requirements, if any) will be set outoBlobal Crossing Order Form.

2.3.1 Invoicing: Unless otherwise noted on the Order Form, invoiéimdrhird Party Internet Access Converged
Connection Type is invoiced monthly in advance beijig on the Service Commencement Date. Non-rearri
installation charges (if any) will be invoiced dretService Commencement Date. For all usage bdtiad b
components, usage shall be as measured and repgré&dbal Crossing’s network traffic and billing
management systems.

2.4 Customer arranged Public Internet Converged Connedbn Type: For certain Service Applications, as
outlined in Section 6 below, Custonmaay choose to use and arrange access to the @odsging IP Network
via a third party service Internet Service Providerthis instance no Global Crossing charging elets apply
for the Converged Connection and no Global Crossargice level guarantees apply to that Converged
Connection Type.

2.5 Billing Commencement Notwithstanding anything to the contrary in thediéa Agreement, the Service
Commencement Date for each IPVPN, DIA and Publieriret Converged Connection Type shall be, and
Global Crossing shall start billing Customer fdragplicable monthly recurring charges and non-nécg
installation charges on:

« For Converged Connections in respect of which Madagetwork Services (as described in Section 3
below) are provided, the earlier of (a) the datevbith Global Crossing and Customer jointly complet
turn-up of the applicable Converged Connection@)den Business Days from the date upon which &lob
Crossing notifies Customer’s designated contadt vasponsibility for co-ordination of service deliy by
mail or email that the applicable Converged Corinads ready to be put into service, and

« For Converged Connections in respect of which nodgad Network Services are provided, two Business
Days from the date upon which Global Crossing restiCustomer’s designated contact with responsibili
for co-ordination of service delivery by mail or aithat the applicable Converged Connection isly¢a
be put into service.

3. Managed Solutions
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3.1 Managed Solutions - Managed Network Service$slobal Crossing’s Managed Network Services (“MNS a
set of services that includes design, engineeninglementation management, network managementijfand
cycle management for router based wide area neswBidth Customer procured equipment and Global<irgs
procured equipment are supported as part of MN8.MNS boundary extends to the local interface(s@ach
wide area network Customer premises router, thaitiser (i) the LAN Port or (ii) where Voice ovit (VolIP) is
a component of the managed service, the Voice§o@(obal Crossing may utilize contractors or sutiactors
to provide MNS.

3.1.1 Customer Procured EquipmetftCustomer chooses to provide its own equipmtrg,Customer shall provide a
detailed list of Customer equipment (“Customer Bment) to be covered by MNS. Global Crossing will then
notify Customer of (i) all Customer Equipment (unding its hardware and software) which is (in Globa
Crossing'’s sole discretion) ineligible for the Seev(“Non-Eligible Equipmeri} and/or (ii) any remedial action
which may be required by Customer to ensure thasanh equipment (and/or Customer’s facilities)lidyor
the Service. Global Crossing shall have no respditgifor any Non-Eligible Equipment. To the extehat
Global Crossing agrees to provide MNS in relatmiNon-Eligible Equipment pending replacement orragg
of that equipment by Customer, Global Crossinglgiraiide such services on an ‘as is’ basis witheatranty
of any kind and the Service Level Agreements setrothese terms and conditions will not applyhe t
provision of such services by Global Crossing. Gurgr shall retain ownership of all Customer Equiptne
provided however that Global Crossing shall have sontrol of any Customer equipment which is to be
managed by Global Crossing as part of MNS. Itésradition of the provision of MNS on Customer Equgnt
that the Customer (i) purchases and maintains ewamice cover on all Customer Equipment from thetiyidg
vendor(s) and/or manufacturers of such CustomeipBugnt (ii) does not do or omit to do anything whigould
breach the terms of such maintenance contractsracalise such Customer Equipment to fall outsidestiope
of the maintenance services provided under suctraxi(s) and (iii) does not do or omit to do angithivhich
would or could void any manufacturers’ warrantiesamy Customer Equipment. Additional conditionslgapp
the provision of Equipment Maintenance service ast@mer Equipment, as provided for in section 3bki@w.

3.1.2Global Crossing Provided Equipmeklithere agreed, Global Crossing equipment may béged to the
Customer in connection with MNS_(“GC Equipm#8ntn these circumstances, the Monthly Recurrinfge
(“MRC”) payable by Customer for MNS shall include thevpsion of GC Equipment. If Customer requests
Global Crossing to upgrade or change GC Equipmering the initial Service Term for the Service, dldbal
Crossing agrees, then Global Crossing shall prosinbé hardware upgrades, and the MRC shall beaisece
Title to GC Equipment remains with Global Crossindts suppliers, and Customer may not (i) attetagsell,
charge or encumber GC Equipment or (ii) add to, ifgodr interfere with GC Equipment, or allow artyird
party (other than a third party authorized by Glabapssing) to do so. Customer agrees that Globagsing
and/or its designated agent shall, upon reasomaiee, have the right to inspect all GC Equipmenatvided to
Customer to ensure Customer’s compliance withahgoing sentence. Customer further acknowledgdsGia
Equipment provided to Customer in the US is sulijeet security interest in favor of Wilmington TtU&SB as
collateral agent under that certain Pledge andr@g@Agreement dated as of September 22, 2009tetdcC
Equipment provided in other jurisdictions may bbjeat to similar security interest in favor of GilCrossing’s
lenders or their designated agents. Customer wilidble for the costs of repair or replacemern®&f Equipment
if damaged or lost due to theft, negligence, interal acts, unauthorized acts or other causesm@listomer’s
reasonable control or that of its agents or em@sy®n termination of the Service for any reasarst@mer will
make GC Equipment available for removal by Glob@gSing or its agent, or return it in the same @ondas
originally installed (ordinary wear and tear exeg)t If Customer does not make such GC equipmeziladle
to Global Crossing or its agent or otherwise retuta Global Crossing within sixty days of termiiza of the
Service, Global Crossing shall have the right targh Customer the fair market value of such GC jagant
(based on device / make / model etc.) Notwithstapenything contained to the contrary in the Maste
Agreement, Global Crossing shall have not dutyntemnify, defend and/or hold Customer or its effi;
directors, employees, agents, successors and s$sigmless from and against any Losses arisingfaurt
relating to GC Equipment procured pursuant to $@stion from a third-party provided however, angliectual
property indemnity provided by the manufacture & BEquipement will be passed from the manufacturer t
Global Crossing and from Global Crossing to Custoamal its assigns and shall inure to the benef@udtomer.

3.1.3Customer Equipment and GC Equipment to be mairddiyeGlobal Crossing under these terms and comdgitio
as part of MNS is collectively referred to as “Mgad Devices

3.1.4Design and EngineeringGlobal Crossing will work with the Customer tevélop a design of Managed Devices
to support the Customer's Global Crossing transggmuation. Global Crossing engineers define alhiiged
Devices, software, interfaces, and memory requesipport the Customer's requirements as comntedica
during the sales cycle.
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3.1.5Implementation and InstallatioGlobal Crossing will work with the Customer tovep a comprehensive work
plan to implement and install the network includirensport and Managed Devices. Global Crossing is
responsible for (i) shipping and installation of GGuipment, (ii) connecting Managed Devices to Wadtess
and any installed dial backup Terminal Adapteid, dnsuring installed Managed Devices are accéssgibband
and out-of-band (if provided) by management ceraed, (iv) Ordering and installing all dial backupofuding
ISDN circuits) that are part of the agreed soluf@mnMNS in connection with Global Crossing IP Vérvice
provided within the United Kingdom (the "UK

3.1.5.1Prior to installation, the Customer is responsible(i) providing access at site for installatioimplementation
at scheduled times and ensuring that appropriateacopersonnel are on-site and available for ilasi@an, (i)
ensuring availability of all necessary power disition boxes, conduits, grounding, surge and liigigtn
protection and associated hardware and that poutkste are within four feet/ 1 meter of the locatat which
Managed Devices are to be installed, (iii) ensuggequired inside wiring is in place and makaryy
necessary building alterations to meet wiring amg@her site requirements, (iv) ensuring that Mgth
Device placement is within six feet/two metershaf telecommunications access demarcation point, (v)
ensuring that each Telco Access Demarcation islglearked in a way that allows the installer tanect the
correct circuit to the correct router port or CSSID, (vi) for IP VPN Service provided outside of thrited
Kingdom, ordering and installing all dial backugtlis part of the solution and providing the SesvRrofile
Identifier to the Global Crossing project manages tveeks prior to scheduled installation, (vii) eridg,
installing and managing the third party Internatrmection that is part of the IP VPN SOHO RAS featfifr
requested by Customer), and for providing Inteseetice provider information (provider name, IntriP
address for Global Crossing CPE interface) to Gl@assing, (viii) configuring Customer’s voice épuonent
used in connection with VolIP services, if orderad éx) connecting Managed Devices to LAN accesi@n
connecting Managed Devices to customer voice ecgipfior VVoIP access.

3.1.5.2 Out of Band Management ModeB¢obal Crossing will, at Customer’s request aniett to agreement on a
case by case basis provide out of band managenwatgms (“OOB Modent$, on the following terms:

« OOB Modems are not Managed Devices and are noted\® terms above applying to Managed Devices;
they are provided (where agreed) as a tool to geoadditional troubleshooting insight which is esgky
useful for remote locations.

« Customer is responsible for (i) ensuring that OO8dems analog lines are ordered and installed within
two meters of applicable Managed Devices, and gingiapplicable telephone numbers to Global
Crossing, in each case at least two weeks prithre®@ite readiness date and (ii) configuring Custom
Equipment to ensure routers can accept out of bemthgement modem calls on auxiliary ports. This
arrangement must conform to the MNS specificatalmving out-of-band access to the CSU/DSU and the
router via a secure modem and must be availablo#ds per day.

¢ Global Crossing shall be responsible for connedtilrgnaged Devices to OOB Modems at Customer Sites
and shall provide configuration via the out of bamahagement modems to re-configure routers for
lifecycle Moves/ Adds/Deletes (MACD) or upgradekifécycle Change$.

¢ In the case of any failure of an OOB Modem, Gldbaissing shall ship an OOB modem to the Customer
Site for the Customer to use as a replacement eleviaio customer personnel are present to intall
replacement OOB Modem, the customer may requedtablorossing to install the replacement OOB
Modem, for an additional charge, using Global Grags Remote/On-Site Professional Expertise (ROPE)
service.

3.1.5.3 Installations at each Customer Site wilsbleeduled by mutual agreement between Global @pasd
Customer. Installations are based upon two-howikslof time; the time of installation begins whbe t
technician arrives on site. Installations reqgnmore than a single two-hour block of time du€tstomer
requests or Customer delays will be billed for &ddal two-hour blocks of time as outlined unded“Aoc
Engineering” charges set out in the Order FornMblS Service. Global Crossing installs MNS duringmal
business hours, that is, between 08:30 and 17¢20 fime Monday to Fridays, excluding local bankl ather
public holidays. Installations carried out, at @usér's request, during periods outside those tiff@at of
Hours), may incur additional charges as indicated an@rder Form.

A Faulty Vendor Dispatch charge (as detailed en@rder Form) shall be payable where scheduledliagon
(including initial installation of MNS) is cancetldoy Customer on less than thirty six hours natic&lobal
Crossing or where installation cannot be completetie agreed time as a result of an act or onmigsyahe
Customer, including:
e  Site Not Ready: e.g. the Customer site at whichvhaaged Devices are to be located does not have
proper power, LAN equipment or equipment racks latsée.
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e Faulty Design: Incorrect equipment, cables or safeacomponents specified by Customer result in
failure of installation.

* No Access: The technician is not able to gain act®¢he room / premises in which the Managed
Devices are to be located.

3.1.6 Network & Fault Managemerithe network management includes Network Moniri@onfiguration
Management, Fault Management, and Performance RegoGlobal Crossing monitors network elementt th
have a constant connection to Global Crossing’svhit. Managed Devices are monitored seven daysekw
24 hours-a-day. Global Crossing will handle atigmtive and reactive Customer communications. @&lob
Crossing is responsible for (i) isolation and ratioh of all logical faults to determine if the ftem is with
software, hardware or the network, and (ii) emecgédixes and software updates.

3.1.7 Configuration Managemei@onfiguration management is the remote configunatiball Managed Devices in
the network. Global Crossing is responsible fad has sole access to all configuration managearaht
software and hardware changes. Global Crossirgsmonsible for (i) configuring routers for Custom@y
maintaining database of logical configuration, pbgisconfigurations and software specification) @ierforming
emergency re-loads, (iv) providing configuratiorbiand to re-configure routers for Lifecycle Changew (v)
updating Managed Device software as required tpatiphe ongoing provision of MNS.

3.1.8 _Equipment Maintenanc@lobal Crossing provides on-site Managed Devieintenance and repair once Global
Crossing has determined through fault resolutiat éhphysical error has occurred. The on-site @gespptions
are as follows (service level availability varigsdeography and the coverage option applying at €arstomer
Site will be set out in the Order Form for the Sesy:

e 7x24, Four Hour Respons@epair coverage is 24 hours per day, seven daysqek. A field engineer will
arrive at the Customer site within four hours aflgem dispatch (dispatch is within thirty (30) mies of
problem identification).

¢ 5x9, Next Business Day ResponBepair coverage is 8:00 a.m. to 5:00 p.m. locadtiri dispatch is
required, a field engineer shall arrive on sitdater than 5:00 p.m. the next business day. Teoaalls must
be received by 5:00 p.m. local time to ensure bestness day response. Prior to dispatching nrantze
assistance or in case of customer request for em@nte assistance, Global Crossing may requeghthat
customer verify that the local environment (inchglpower, LAN connectivity, inside wiring / cabliragnd,
where applicable, Voice interface connectivity) édeen diagnosed and ruled out as the source of the
reported fault.

Global Crossing provides maintenance and repaiicgeonly on Customer Equipment only for so longash
Customer Equipment is supported by the manufagg)ref that Customer Equipment and is covereduai s
manufacturer’'s maintenance agreements and warsatft@uring the term for which Customer has ordere
managed Network Services, Customer Equipment (ipikonger supported by its manufacturer, is dedigph
‘End of Support’ ‘EOS’, or some similar designation by the manufactyigrs, for any reason (including a
breach by Customer of the terms of section 3.1avebno longer covered by a maintenance agreeniénttve
applicable manufacturer or vendor and/or (iii) aslonger covered by the applicable manufacturedsanty,
Global Crossing’s obligations to provide maintereaaod repair services in respect of such CustomeipEent
shall be on a discretionary “as is” basis withaut aommitments or warranties of any kind. Unle$eowise
agreed in writing, if Global Crossing agrees totoare providing maintenance and repair serviceegpect of
such Customer Equipment, such service will be plediwith 5x9, Next Business Day Response coverage.

All Managed Devices will be maintained and servicaty by or at the specific direction of Global Gsing and
should not be moved / serviced or otherwise intedavith by Customer without Global Crossing’s sfiec
approval in each case. The standard maintenaneg powided under this section 3.1.8 will not apioly
Managed Devices which are damaged or which otherwiguire maintenance or replacement as a result of
Customer (or anybody under Customer’s controlngpténg to maintain / service / move or otherwiseifere
with such Managed Devices. In such event, Custawikbe liable for all costs associated with repaid/or
replacement of that Managed Device.

3.1.9 Unless otherwise expressly agreed in writing case by case basis, Global Crossing doesoatp, order,
design or co-ordinate or otherwise arrange foriasigle wiring or ‘extended demarc’ at Customer'srises,
which arrangements, if required, shall be madectlirddy Customer and third party contractors, andat
responsible for repair or maintenance of such asitting in the event of a fault. If Global Crosgidispatches
on site technical support in response to a faplbmed by Customer, and that fault is found to Haeen due to a
problem with an extended demarc not installed lyb@l Crossing, then the Customer will be chargéilty
vendor dispatch charge, as set out in the Orden Far MNS Service.
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3.1.10_ MNS Service LevelThe following service level options are availafie MNS:

Silver MNS Service Silver MNS Service is available with both IP VRNd DIA Converged Connection
Types and is provided via a single Managed Deviceustomer’s Site, connected to the Global Crosking
Network with a single fixed link.

Gold MNS Service Gold MNS Service is available with IP VPN ConwedgConnection Type only and is
provided via a single Managed Device connectediui diverse local access circuits into the Global
Crossing IP VPN Network. The primary local accessuit will be a fixed circuit (such as T1 or Ekgtand
the secondary local access circuit may be eittieed circuit or and ISDN or DSL circuit.

Platinum MNS Service:Platinum MNS Service is available with both IP VBhd DIA Converged
Connection Types and is provided via dual Managedd®s installed in separate rooms on the Custaemer’
Site with dual diverse VPN or DIA ports that arenected via dual diverse tail (fixed local accesguits
into the Global Crossing IP VPN Network.

3.1.11 For each Customer Site at which Global @nggsrovides MNS, (i) th©n Site Coverage Option foreach

such Site (referred to in Section 3.1.8 above)(@hthe service level applying to each Customee Gieferred to
in Section 3.1.10 above), will be set out in the M rder Form.

3.1.12 Billing for MNS Monthly Recurring Charges (MRCs) and Non-Recyy@harges for MNS ordered by the

Customer (which applin addition to charges for the underlying Conver@ashnection Type(s) and Service
Application(s)) will be set forth in an MNS Ordeoffn based on the agreed initial configurations. Qvid
Non-Recurring Charges for additional MNS requegtg€ustomer after the initial order (including apes for
additional locations, equipment changes or upgraddshe like), will be determined and quoted tstomer
upon request, and may require the execution oflditianal MNS Order Form. In addition to the abaearges,
the following charges apply to MNS:

e Charges for Lifecycle Changes, as set out in trdeForm for MNS.

e Faulty Vendor Dispatch charges, as set out in tlteOForm for MNS and as described above.

. Remote / On-Site Professional Exper(ROPE):If Customer requires services outside of the scope
of these terms and conditions, including but nuottkd to additional installation or configuration
support, the provision of such services will bedaagpon availability of Global Crossing personnel
and will incur charges on a per-event basis asrafgeed at the time of request for such services.

*  Telephone Charge€ustomer must provide Global Crossing with phonreise to enable on-site
communication with the Global Crossing NOC for tastl turn-up. If such telephone service is not
provided , Customer will reimburse Global Crosdioigall reasonable telephone charges incurred by
Global Crossing and/or its subcontractors in pla@alls to the Global Crossing NOC from Customer
premises in connection with MNS Service.

«  Brokerage Charges, Customs Charges and Logist&s lRecountries in which the Customer is
considered the importer of record for Managed Devigeing imported into that country, the Customer
shall be responsible for paying all brokerage chsyrgustoms charges, logistics fees and/or similar
charges arising on the importation of Managed Devinto that country (collectively “Brokerage
Chargey). In all other countries, Global Crossing shalmll Brokerage Charges and then invoice
such Brokerage Charges to Customer for reimbursemen

e Expedite Request charges, as set out in the Oater.F

Notwithstanding any billing arrangements in plaeéA®en Global Crossing and Customer, Customer
acknowledges and agrees that non-recurring ch&ogésfecycle Changes incurred by Customer (if amjl) be
invoiced to Customer by the Global Crossing Affdéi@ompany in the country in which those serviges a
provided and (ii) in the event that Global Crosgilogs not have an Affiliate company in the couirirwhich
the applicable service is provided, the applicablarges will be invoiced to Customer by (and pagab) Global
Crossing Services Ireland Limited.

3.1.13 Termination and Termination ChargBse following early termination charges will apjifi Customer

© Glol

terminates MNS without cause prior to the end éfittitial Service Term for which that service wagially

ordered by Customer (the “MNS Service T&nThese charges shall apply to the early ternmadf MNS

(only) in lieu of any early termination chargesyided for in the Master Agreement:

¢ Termination of MNS: Customer shall pay 80% of ttendard rate MRC remaining on all Managed Devices
for the remainder of the MNS Service Term.

« Termination of MNS on a specific Managed Devicestomer shall pay (a) the lesser of (i) 50% of tHR®/
for the remainder of the MNS Service Term for thplecable Managed Device or (ii) the remaining eabi
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the equipment and 90 days of maintenance servideslated by Global Crossing and quoted to Customer
upon request for termination, PLUS (b) a router ditletion charge as specified in the Order Fomthie
Service.

3.2 Managed Solutions — Customer Video Equipment Sereés Customer Video Equipment Services are
available in connection with Global Crossing IP VBBivice, and consist of (i) Customer Video Equipime
Monitoring, (ii) Customer Video Equipment Managerand (iii) Customer Video Equipment Maintenance.
Details of any of these elements ordered by Custaimgether with applicable charges, will be setiowan
Order Form for the Service. The provision of GloBeossing Customer Video Equipment Services igesuitio
the Specific Service Terms and SLA conditions Farse Services set out www.globalcrossing.net/terms

3.3 Managed Solutions - Managed Security Service§lobal Crossing Managed Security Services are afset
security products and features that compliment @l@ossing’s data transport services. The pronisioGlobal
Crossing Managed Security Services is subjecta@ihecific Service Terms and SLA conditions forstho
services set out at www.globalcrossing.net/terms

3.4 Managed Solutions — WAN Optimization Global Crossing WAN Optimization service providesnpression
and acceleration of traffic across the wide areeomk to enhance application performance for the en
user. WAN Optimization is only available with MamabNetwork Services. The provision of Global Crogsi
WAN Optimization Service is subject to the Spec8iervice Terms and SLA conditions for those sesvamt out
at www.globalcrossing.net/terms

4, Service Level Agreement (SLA) for Converged Corettion Types

4.0 On-Net and Off-Net Sites Converged Connections may be provisioned in dwe@ways; (i) via a direct
connection from the Customer Site to a Global Gngsi® PoP (“On-Né), or (ii) via a Global Crossing partner
network over a Network to Network Interface (“Ofel). Variations in SLA parameters for On-Net and-Of
Net locations are noted throughout these termsanditions. Customer acknowledges that Global Gngssses
subcontractors in the provision of Off-Net Service.

4.1 End-to-End Service Availability for IPVPN and DIA Converged Connection Types

4.1.1 Commitment: Global Crossing guarantees End-to-End ServicelAb#ity for On-Net and Off-Net Sites per
calendar month in accordance with Table A below.

Table A
Dual VPN
Ports Single VPN Port Dua(INDOIg Ii;)rts Single DIA Port
(Note 1)
No MNS 100% >99.999% 100% _99.9%
On-Net Sites
globally, except ‘Platinum’ MNS 100% n/aNote 2) 100% n/a
On-Net PoPs ‘Gold’ MNS >99.99% nla 99.99% n/a
>99.95%
‘Silver’ MNS n/a >99.9% n/a _>09.9%
On-Net LATAM Tier 2 On-Net POPs (Note 3) 100% >99.8% 100% _99.8%
On-Net Sites served by DSL Accegbdlote 4) >99.9% >99.9% >99.9% >99.9%
On-Net Sites served by Etherextend Flex o o o o
Access(Note 4) 100% >99.9% 100% _99.9%
Off-Net Sites in Canada 100% >99.95% n/a (Note 2) _nla
0,
> 99'955; 7°(N°te > 99.95%(Note
Off-Net Sites in China o 5)/ >99.5%(Note 7) | >99.50%(Note 7)
199'96§°(N°te > 99.9%(Note 6)
Off-Net Sites in India (Tier 1 Cities)(Note 8) | >99.999% _>99.9% >99.9% >99.9%
Off-Net Sites in India (Tier 2 Cities) >99.5% _>99.5% _>99.5% _>99.5%
Off-Net Sites in South Africa >99.8% >99.8% n/a n/a
Off-Net Sites in the Middle East(Note 9) n/a 99.0% n/a nla
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The guarantees above do not apply to IP VPN or [iAs served by radio, microwave or satellite bdsedl access circuits. The
SLAs in Table A for Off-Net Sites apply regardlegsvhether or not MNS service is provided at thpligable Customer Site.

Table B
Guarantee Maximum Service Unavailability
100% 0 minutes of Service Unavailability
99.999% < 26 seconds of Service Unavailability
99.99% < 4 minutes of Service Unavailability
99.95% < 23 minutes of Service Unavailability
99.90% < 43 minutes of Service Unavailability
99.80% < 87 minutes of Service Unavailability
99.50% < 223 minutes of Service Unavailability

Note 1: This guarantee applies only to a fully-mediant configuration: two diverse ports provisiomedseparate routers,
served by separate and physically diverse locaszccircuits.

Note 2: In this table, ‘n/a’ indicates that thismfiguration is not available.

Note 3: Latin American Tier 1 On-Net POPs are thindguenos Aires, Caracas, Mexico City, Panama, Gantiago, and
Sao Paulo. All others in Latin America are Tier @-8et POPs. All POPs in the Caribbean region age iOn-
Net.

Note 4: This guarantee applies regardless of whéfieeport is managed or unmanaged.

Note 5: Applies to Premium Plus CoS.

Note 6: Applies to Basic Plus and Enhanced Plus CoS

Note 7: This is a target only, not a guarantee,randredits apply for failure to achieve this neetri

Note 8: India Tier | Cities are: Dehli, Mumbai, Gimai, Bangalore, Hyderabad, Gurgoan, Pune and @oahiothers are
Tier 2.

Note 9: This is a target only, not a guarantee,randredits apply for failure to achieve this metfff-Net Sites are those in
Bahrain, Qatar, Saudi Arabia and the United Arabir&tes.

Note 10: Where both the primary and secondary laceg¢ss circuits are fixed (as described in se&ibri0 above), the SLA
applying is 99.99%, otherwise the SLA applying %%

4.1.2 Definition & Measurement: For IP VPN Converged Connection Type, “End-to-Beavice Availability is
defined as the ability of the Customer to deliRphckets, from each individual Customer Site, ih&r Global
Crossing VPN configuration via the Global CrossifigiN edge router port(s); provided, however, thath@l
Crossing is providing the local loop. For DIA Cenged Connection Type, “End-to-End Service Avallai
is defined as the ability of the Customer to deli®epackets from each individual Customer Site ihie Global
Crossing Network via the Global Crossing interrestess router port(s) ); provided, however, that@lo
Crossing is providing the local loop.

The demarcation points for End-to-End Service Aaklity are as follows:

MNS On-Site coverage Site served by | Demarcation point for End-to-End Service Availability
option applying Global Crossing
provided local
access circuit
7x24, Four Hour Yes Managed Device but all periods of Service Unabiéity caused by
Response inside wiring / cabling between the MPOE (Minimumiri® of Entry)
in Customer’s Telco Closet or Telco Room and thedged Device
are excluded for the purposes of the SLAs setrothtis Section 4).
7x24, Four Hour No Managed Device, BUT all periods of Service Unlatdlity caused by
Response (i) customer provided local access circuits andr{gide wiring /
cabling between the MPOE in Customer’s Telco Closételco
Room and the Managed Device, are excluded for tingoses of the
SLAs set out in this Section 4.

5x9 Next Business Day Yes The point of interface of the local accessuiirat the MPOE in
Response olo MNS Customer’s Telco Closet or Telco Room on Custon@esmises.
5x9 Next Business Day No

Response oNo MNS The Customer interface on the Global Crossing edgter.

“Service Unavailability is defined as (i) periods during which the Corgest Connection Type is unavailable or
(ii) periods referred to in Sections 4.3.4, 4.4.4,.4 and 4.6.4 below. Service Unavailability itcatated from
trouble ticket timestamps in accordance with tHiefang formula:

Service Unavailability = (Total Time Open — Monitgg Time — Customer Time)

‘Total Time Open'is the period of time from when Global Crossingiep a trouble ticket upon observing a
trouble condition or following the report of a pteim by the Customer, until the time that the tidketlosed.
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‘Monitoring Time’ is the length of time a trouble ticket remainsmmfellowing notification to Customer by
Global Crossing that service has been restoredsamykerating in accordance with agreed specificatiavithout
any response from Customer, up to a maximum of\@dnty-four) hours.

‘Customer Time'is all period(s) during which, following the opagiof a trouble ticket, Global Crossing is
unable to take remedial action due to Customerrobetl conditions; such as failure or delay in pdiavg access
to Customer facilities, failing to provide resposise Global Crossing inquiries or failing to taleerredial action
in relation to Customer controlled equipment reteedy Global Crossing. Customer Time shall nolide
any Monitoring Time as defined above.

For Scheduled Maintenanweghich will result in a service outage, Global Giiog will give the Customer at least
ten (10) days advanced written notice of such autagl the planned duration of the outage. Any pereyond
the advised time for which such an outage continwélsbe considered periods of Service Unavaili@pfior the
purpose of this Section 4.

For Scheduled Emergency Maintenamdgch will result in a service outage, Global Giiog will give the
Customer as much advance written notice as is maadp practical including the planned durationte# butage.
Any periods beyond the advised time for which sactoutage continues, will be considered perioddanfice
Unavailability for the purpose of this Section 4.

4.1.3 Service Availability Credits: For the first two hour period (or part thereof)S#rvice Unavailability in excess
of the parameters in the applicable table in Sectid.1 above, and for each successive one hoiadpar part
thereof, Customer will be entitled to a credit @f {en per cent (10.0%) of the applicable MRC (ukiin
Section 2.1.1 or 2.2.1 as applicable) for the @aplie month for all affected customer ports plys€h per cent
(10.0%) of the applicable MRC for MNS (defined iacBon 3.1.3) provided in respect of those ports.

4.1.4 Chronic Outages If an individual port (because of an outage thei the circuit/port, the relevant Global
Crossing provided local access circuit or the Gld@rassing Managed Device at Sites covered by 7kadr
Hour Response) experiences either: (i) a singlogeaf Service Unavailability in excess of twenbuf hours in
any calendar month, (ii) three or more periodsaf/®e Unavailability of eight hours or longer otke course
of a rolling six month period, or (iii) fifteen sagate periods of Service Unavailability (of anyation) within a
calendar month, Customer may terminate the affegtedit without penalty provided that written neeiof
termination is provided to Global Crossing withiftefen days of the event giving rise to the terrtioraright
under this Section. This section 4.1.4 applies tmiyorts provided at On-Net locations as defime8ection 4.0.

4.1.5If either (i) the number of IP VPN ports terminétgy Customer under Section 4.1.4 above exceeduyiiee
percent (25%) of the total number of IP VPN pofftthat specific port type in service for Custonmn (ii) the
aggregate MRCs for IP VPN ports terminated by Qustounder that Section exceeds fifty percent (568the
MRCs for all IP VPN ports in service for Customiiien, Customer may, upon thirty (30) days writtetiae,
terminate (a) all of its IP VPN Service and (b)ralated MNS provided at the applicable locatianighout any
further liability to Global Crossing other than pagnt for Services provided by Global Crossing tstGmer
prior to the effective date of the termination.

4.1.6 Hub Sites For IP VPN Service only, Customer may opt to geate one or more Customer Sites critical to their
VPN / business operations as ‘Hub Sites’. Hub Sitast be (i) provisioned with a fully-redundant figaration,
that is, two diverse ports served by separate agdigally diverse local access circuits and (iihef
unsupported by Global Crossing MNS or supporte@laginum MNS. Provided that Customer has provided
Global Crossing with a network diagram identifyif@) its Hub Sites and (b) ‘Spoke Sites’ mappedaitheof
those Hub Sites, then for the purposes of thisi@edt any periods for which a Hub Site experierfdesvice
Unavailability shall also be deemed to be periddSesvice Unavailability for the Spoke Sites mappethat
Hub Site. This section 4.1.6 applies only to pprtsvided at On-Net locations as defined in Secfigh

4.2 Service Availability for Global Crossing arranged Third Party Internet Access Converged Connection
Type

4.2.1 Commitment: Global Crossing guarantees monthly Service Avditalfor Third Party Internet Access of
98.0% (<14.9 hours of total Service Unavailability)

4.2.2 Definition & Measurement: For Third Party Internet Access Converged Conoacliype; (i) Service

Availability is defined as the ability of Custonterdeliver IP packets, from each individual Custo®ite, into
their Global Crossing VPN configuration via the & Crossing Remote VPN Access Gateway and (iyiSer

© Global Crossing. Rev: October 2011 Page 10 of 19



Global Crossing Global Crossing Converged IP Services- Enterprise

Unavailability is defined as periods during whichirfl Party Internet Access Converged ConnectioreTigp
unavailable. Service Unavailability is calculatednfi trouble ticket timestamps in accordance withftillowing
formula:

Service Unavailability = (Total Time Open — Monitag Time — Customer Time).

In this formula, Total Time Open, Monitoring TimadaCustomer Time have the meanings given to trersest
in Section 4.1.2 above.

4.2.3 Credit: For the first two hour period (or part thereof)S#rvice Unavailability in excess of 14.9 hourg] &or
each successive one hour period or part theresto@er will be entitled to a credit of (a) ten pent (10.0%)
of the applicable MRC for the applicable month. f@ purpose of this Section, ‘MRC’ means the agjree
monthly recurring charge for the Third Party In&trAccess provided to the Customer which is théestilof the
credit claim.

4.2.4No other SLA: The availability guarantee provided for in thix@en 4.2 is the only SLA applying to Third
Party Internet Access; no other SLAs in these teanusconditions apply to Third Party Internet Acces

4.3 End-to-End Latency for IP VPN Converged Connectionlype

4.3.1Commitment: Global Crossing guarantees an average (in a calendnth) roundtrip end-to-end latency
between Customer Site pairs connected to the Gotmalsing IP VPN Network as set out in the tablailable
via Global Crossing’s uCommand™ customer portal.

4.3.2 Definition & Measurement: End-to-end Latency is measured between CustomeX Wiferfaces at two
Customer Sites using Global Crossing’s network rgangent system and is the sole and conclusive
measurement for the purpose of this guarantee s8isigecifically stated otherwise in the Latencyetab
mentioned above, for Customer Sites served by xéé&ncy is measured between the GC POPs where NNI
connections with the third party DSL provider temate to the Customer WAN Interfaces at any othest@uer
sites. This end-to-end latency commitment only egspgbetween Customer Sites at which ASEs (descitbed
Section 5 below) are installed and operating; iEA%re not installed, latency is measured betwédebab
Crossing edge routers on a PoP to PoP basis only.

4.3.3 Credit: If the actual monthly average roundtrip latency@ustomer’s IP VPN Converged Connection Types
exceeds the guaranteed parameters for any givemp&iing, Customer will be entitled to a credi{@f ten per
cent (10.0%) of the applicable MRC (defined in &etR.1.1 or 2.2.1 as applicable) for the applieabbnth for
all affected customer ports plus (b) ten per c&@tQ%) of the applicable MRC for MNS (defined incSen
3.1.2) provided in respect of those ports.

4.3.4 Excessive Service Degradationf, at any time, the Service experiences latemea@r than two times the
applicable threshold above for a sustained periddi@ hours or more, the time for which that latgis
experienced shall be considered a period of SetWiaevailability for the purposes of Sections 4 thidbugh
4.1.5 above, entitling the customer to the appleadmedies provided for in those Sections in &iéa credit
under Section 4.3.3. This section 4.3.4 applieg tmports provided at On-Net locations as defime8ection
4.0.

4.4 Latency for DIA Converged Connection Type

4.4.1 Commitment: Global Crossing guarantees average (in a calendath) roundtrip latency between the Internet
access routers on the Global Crossing IP Networloahore than the latency figures in the tablewelo

Route Average Latency
\Within the Asia Network [Intra-Asia] <110 ms
\Within the European Network [Intra-Europe] <35ms
\Within the North American Network [Intra-N. America <50 ms
\Within the LATAM Network [Intra-LATAM, excluding Mgico City] <120 ms
/Asian Network to European Network < 345 ms**
IAsian Network to North American Network < 185 ms**
IAsian Network to LATAM Network [excluding Mexico 61 < 315 ms**

© Global Crossing. Rev: October 2011 Page 11 of 19



Global Crossing Global Crossing Converged IP Services- Enterprise

European Network to North American Network _ 88 ms**
European Network to LATAM Network [excl. Mexico @]t <210 ms**
North American Network tLATAM Network [excl. Mexico City] <140 ms**

*Add 90ms from/to the Mexico IP Hub
** Plus the applicable latency parameter for thgiom in which the applicable Customer Site is ledat

4.4.2 Definition & Measurement: Latency is measured between Global Crossing ezlgens on an aggregate
regional basis and does not apply to local acdessits. Latency is measured using Global Crossimgtwork
management system and is the sole and conclusiasurement for the purpose of this guarantee.

4.4.3 Credit: If the actual monthly average roundtrip latencyie Service exceeds the parameters above, Customer
will be entitled to a credit of (a) ten per cend.(1%) of the applicable MRC (defined in Section2dr 2.2.1 as
applicable) for the applicable month for all affsticustomer ports plus (b) ten per cent (10.0%hefpplicable
MRC for MNS (defined in Section 3.1.2) providedr@spect of those ports.

4.4.4 Excessive Service Degradationf, at any time, the Service experiences latemepi@r than (a) three times the
applicable threshold above in the case of intragereg) latency metrics or (b) two times the applieahreshold
above in the case of inter-regional latency metiitgither case for a sustained period of two s@umore, the
time for which that latency is experienced shaltbasidered a period of Service Unavailability the purposes
of Sections 4.1.2 through 4.1.5 above, entitlirgdhstomer to the applicable remedies provideihftrose
Sections in lieu of a credit under Section 4.418isTSection 4.4.4 applies only to ports provide@®atNet Sites.

4.5 Packet Delivery for IP VPN and DIA Converged Connetion Types

4.5.1 Commitment: Global Crossing guarantees average (in a calendathinsuccessful packet delivery in
accordance with the parameters identified in théetbelow for the selected class of service.

IP VPN — IP VPN — IP VPN — DIA
Premium / Enhanced / Basic / Basic
Premium Plus | Enhanced Plus Plus CoS
CoS CoS
Premium Plus: | Enhanced Plus:
On-Net Sites globally, except LATAM Tier >99.999% >99.99% o o
2 On-Net PoPs Premium: Enhanced: 299.9% >99.9%
>99.995% >99.95%
On-Net LATAM Tier 2 POPs (Note 1) >99.9% >09.8% >09.5% n/a
On-Net Sites served by Etherextend Flex >99.9% >99.5% >99.0% n/a
Access
Off-Net — Canada >99.95% _>99.9% _>99.5% n/a
Off-Net — China >99.95% _>09.9% >99.9% No SLA
Off-Net —India - Tier 1 Cities (Note 2) > 099.9% >99.5% >09.0% >99.9%
Off-Net - India —Tier Il Cities >99.5% >09.0% No SLA >99.5%
Off-Net - South Africa >99.9% >09.5% >09.0% n/a
Off-Net — Middle East (Note 3) n/a n/a _>99.0% n/a

Note 1: Latin American Tier 1 On-Net POPs are thindguenos Aires, Caracas, Mexico City, Panama, Gantiago, and
Sao Paulo. All others in Latin America are Tier @-Ret POPs. All POPs in the Caribbean region aee 2iOn-
Net..

Note 2: India Tier | Cities are: Dehli, Mumbai, Gimai, Bangalore, Hyderabad, Gurgoan, Pune and Goaliothers are
Tier 2.

Note 3: This is a target only, not a guarantee,ramdredits apply for failure to achieve this met@ff-Net Sites are those in
Bahrain, Qatar, Saudi Arabia and the United Arabir&tes.

4.5.2 Definition & Measurement: For the DIA Converged Connection Type, packet @ejivs defined as the success
rate for delivery of packets between two edge msuba the Global Crossing IP Network. For the IFNVP
Converged Connection Type, packet delivery is @efias the success rate for delivery of packetsdmatw
Customer Site pairs connected to the Global CrgdsirVPN Network. For Customer Sites at which ASEs
(described in Section 5 below) are installed anerating; packet delivery is measured from Custogiter to
Customer Site; if ASEs are not installed, packdéivdey is measured from the applicable Global Cing$oP
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only. For Customer Sites served by DSL, perforreaaaneasured only between Global Crossing POPs and
does not include performance on third party DSlvigler networks.

4.5.3 Qedit: If the actual monthly average packet deliverysf&il meet the applicable parameter above, Customer
will be entitled to a credit of (a) ten per cend.(A%) of the applicable MRC (defined in Section.2.dr 2.2.1 as
applicable) for the applicable month for all affsticustomer ports plus (b) ten per cent (10.0%he@fpplicable
MRC for MNS (defined in Section 3.1.2) providedr@spect of those ports.

4.5.4 Excessive Service Degradationf, at any time, either (i) IP VPN Service expeides packet delivery below
99.9% for Premium Plus CoS, 99.5% for Premium Co$9d00% for Enhanced Plus CoS , 98.5% for Enhanced
CoS for a sustained period of two hours or morgiipBasic, Basic Plus CoS or DIA Service expecepacket
delivery below 95.0% globally, periods for whichchueduced packet delivery is experienced shall be
considered periods of Service Unavailability foe fiurposes of Sections 4.1.2 through 4.1.5 aboxitliry the
customer to the applicable remedies provided fahase Sections in lieu of a credit under Secti@n34 This
provision does not apply (i) to IP VPN or DIA Saws provided on partner networks, or (ii) in theecaf IP
VPN Service with Premium or Premium Plus CoS, wihleeedrop in packet delivery arises as a result of
Customer sending more Premium or Premium Plus @afie than allocated / specified for the applitalP
VPN port(s). This Section 4.5.4 applies only totp@rovided at On-Net Sites as defined in Section 4

4.6 Jitter for IP VPN and DIA Converged Connection Type

4.6.1 Commitment: Global Crossing commits to an inter-packet difféiadrdelay or “jitter” in accordance with the
parameters identified in the table below for thected class of service.

IP VPN — IP VPN — IP VPN —
Premium / Enhanced / Basic /
Premium Plus Enhanced Plus Basic Plus
CoS CoS CoS
& DIA
On-Net Locations globally, except LATAM Tier 2
On-Net PoPs <3ms <10ms <25ms
On-Net LATAM Tier 2 POPs (Note 1) < 20ms _<30ms No SLA
On-Net Sites served by Etherextend Flex Accesg <10ms _<20ms No SLA
Off-Net — Canada < 10ms _<20ms No SLA
Off-Net — China < 10ms _<20ms No SLA
Off-Net - India - Tier 1 Cities (Note 2) < 15ms _<30ms No SLA
Off-Net - India Tier Il Cities < 25ms _<35ms No SLA
Off-Net - South Africa < 15ms _<30ms No SLA
Off-Net — Middle East No SLA No SLA No SLA

Note 1: Latin American Tier 1 On-Net POPs are ¢hiosBuenos Aires, Caracas, Mexico City, Panamg Sintiago, and
Sao Paulo. All others in Latin America are Tier @-8et POPs. All POPs in the Caribbean region age IiOn-
Net.

Note 2: India Tier | Cities are: Dehli, Mumbai, Gimai, Bangalore, Hyderabad, Gurgoan, Pune and Goaliothers are
Tier 2.

4.6.2 Definition & Measurement: Jitter (or inter-packet differential delay) is ohefd as the delay between packets in
their deviation or displacement as they traverseGlobal Crossing IP Network. Jitter is measurevben
Global Crossing edge routers on a PoP to PoP balsisFor Customer Sites served by DSL local agcess
performance is measured only between Global Crg$3®Ps and does not include performance on thitgt pa
DSL provider networks.

4.6.3 Credit: If the actual monthly average jitter on the GloBabssing IP Network exceeds the parameters above,
Customer will be entitled to a credit of (a) tem pent (10.0%) of the applicable MRC (defined irctim 2.1.1
or 2.2.1 as applicable) for the applicable monthafbaffected customer ports plus (b) ten per ¢26t0%) of
the applicable MRC for MNS (defined in Section 3)Iprovided in respect of those ports.

4.6.4 Excessive Service Degradationf, at any time, the Service experiences jittarager than two times the
applicable threshold above for a sustained perfdd/@ hours or more, the time for which that jitter
experienced shall be considered a period of Sethi@vailability for the purposes of Sections 4thdugh
4.1.5 above, entitling the customer to the appleabmedies provided for in those Sections in tita credit
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under Section 4.6.3. This provision does not afiplp DIA Service, (ii) to Basic CoS IP VPN Sergijoor (iii)
to IP VPN Services provided on partner networkss Bection 4.6.4 applies only to ports provide®atNet
Locations as defined in Section 4.0.

4.7 Time to Restore.
4.7.1Commitment: For IPVPN and DIA Converged Connection Types, @ldgkrossing commits to restoring service

Availability within the parameters set out in tlable below. This commitment does not apply to FNVor DIA
ports in India that are provisioned in Tier Il PGR<o Third Party Internet Access.

Configuration Guarantee

On-Net Sites served by dedicated local accessitsrcu
(except DSL local access circuits)

On-Net Sites served by DSL local access circuithén
United Kingdom,

On-Net Sites served by DSL local access circuithén,
France, Germany, the Netherlands and Belgium
On-Net Sites served by Etherextend Flex local &cces
circuits

On-Net Sites served by DSL local access circuithén
United States

On-Net Sites served by DSL local access circuitmin
countries not otherwise identified above

4 Hours Time to Restore (“TTR

24 Hours Mean Time to Restore (“MTTR

4 Hours MTTR

6 Hours MTTR

24 Hours MTTR

8 Hours MTTR

LATAM On-Net Tier 2 POPs 4 Hours MTTR
Off-Net Sites 4 Hours MTTR
Sites supported by End-of-Support Customer Equipme Next Business Day
Off-Net Sites — Middle East No SLA

4.7.2Measurement: Time to Restore is measured from the time thaaf@icable trouble ticket is opened, and is
subject to the Service Availability calculation imetlology specified in 4.1.2. Mean Time To Restsre i
calculated by dividing the cumulative time of SeevlUnavailability for a specific port in a month the total
number of trouble tickets opened for the Custoraettat port in that month.

4.7.3Credit: If the TTR or MTTR (as applicable) parameterhie tibove table is exceeded, Customer will be edtitl
to a credit of (a) ten per cent (10.0%) of the male MRC (defined in Section 2.1.1 or 2.2.1 ggliapble) for
the applicable month for all affected customer ppttis (b) ten per cent (10.0%) of the applicabRQvfor
MNS (defined in Section 3.1.2) provided in resp&Edhose ports.

4.8 Installation of IP VPN / DIA Converged ConnectionType Ports

4.8.1 Commitment:

(@) For IP VPN and DIA Converged Connection Type@ordered by customer at On-Net locations whereew
local access circuit(s) or MNS are ordered, Gldralssing guarantees that the applicable IP VPNV DI
Converged Connection Type port will be installedhivi five business days of acceptance of order lop &
Crossing.

(b) For IP VPN and DIA Converged Connection Typetg ordered by customer at On-Net or Off-Net |moet
where Customer is also ordering local access t{gduirectly from third party providers, Global@sing
guarantees that the applicable IP VPN / DIA ConedrGonnection Type port will be installed withindi
business days of notification by Customer thatGhstomer arranged local access circuit has betallets

(c) ForIP VPN and DIA Converged Connection Typetpordered by customer at On-Net or Off-Net |cmagi
where Customer is also ordering (i) local acceszuit(s) from Global Crossing and/or (ii) ManagedtiNork
Services from Global Crossing, Global Crossing edinmunicate a Ready for Service Date to Custoorer f
each such location following acceptance of Custa@rder, and Global Crossing guarantees that the
applicable IP VPN / DIA Converged Connection Typetwill be installed on that Ready for Service ®at

4.8.2 Definition & Measurement: The installation guarantee excludes testing araigistances where Customer is
not ready to receive or use the Service or is @ady for interconnection of local access faciliaéshe
Customer Interface. IP VPN and DIA Converged CotioacType ports are installed by Global Crossingruy
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normal business hours, that is between 08:30 arBD1@cal time Monday to Fridays, excluding locahk and
other public holidays. Installations carried odtCastomer’s request, during periods outside thioses may
incur additional charges.

4.8.3 Credit: If Global Crossing does not install ports withiire ttime period specified above, the Customer will b
entitled to the credit shown in the table below:

Number of Credit applying for On-Net Sites Credit applying for Off-Net Sites

Calendar Days

exceeded

1-7 100% of Installation Charge invoiced to 10% of first month’s MRC for ports delivered latg.
Customer*

8-14 100% of Installation Charge invoiced to 20% of first month’s MRC for ports delivered latg.

Customer plus 5% of first month’s MRC for
ports delivered late.*

15-30 100% of Installation Charge invoiced to 30% of first month’s MRC for ports delivered latg.
Customer plus 10% of first month’'s MRC for
ports delivered late.*

Greater than 30| 100% of Installation Charge invibitte 50% of first month’s MRC for ports delivered latg.
Customer* plus 50% of first month’s MRC fo
ports delivered late. Alternatively, Customer
may, by written notice to Global Crossing,
cancel its order for the applicable port (and gny
related local access circuit) without penalty.

* This 100% credit is applied only to the porstallation charge, and not to the local accessiitingstallation
charge (if any). Credits for late delivery will napply if the completed Service order is modififeaits
acceptance by Global Crossing or where the Custsiteeconnection on a Global Crossing owned citg or
Metro Network has not been fully completed.

5. Proactive Naotification (IP VPN Converged Connegbn Type only)

5.1 For each Customer location where IPVPN Convergath€ction Type ports are provided, unless otherwise
directed by Customer, Global Crossing will (for them for which the underlying IPVPN Converged Cection
Type port is provided) provide basic Applicatioresfermance Management by way of an inline Analysis
Service Element (“ASH for use in connection with the Service. WhereEsSare provided, Global Crossing will
provide real-time automated proactive notificatiga email of certain SLA and general performanceditions
related to IP VPN Converged Connection Type péts. subsequent agreed upgrade in port size willltés
the installation of a matching ASE, for which am#idnal charge may in incurred based on then ctmates.
Customer acknowledges that Global Crossing mayukeontractors for the provision and installatibsame
or all elements of this Service feature. AdvanceglEation Performance Management service featmagsbe
ordered (at additional cost) by Customer. Advangpglication Performance Management service features
provide near real-time information for live monitoy and historical data for analysis and reportngll
network traffic end-to-end, including advancedistats on latency, jitter and packet loss, as waslfjeneral
utilization. The provision of Advanced ApplicatioRerformance Management service features is suioj¢ice
Specific Service Terms and SLA conditions for Apation Performance Management services set out at
www.globalcrossing.net/terms

5.2 Implementation and Installatiohe Order Form(s) for the Service will design@¢he number and bandwidth
of ASEs to be provided and (ii) Customer’s contete, telephone number, fax number, and shippidg an
billing addresses for the locations at which AS&’s to be installed. On acceptance of Order, GlGbassing
will work with the Customer to develop a compreheasvork plan to deliver and install ASEs. Packggamd
means of shipment of ASEs will be determined byb@ldCrossing. Global Crossing will bear all shigpoosts.
Installation of ASEs is carried out in accordandththe applicable terms relating to the instadlatof Managed
Devices set out in Section 3.1.5, except in cirdamses where the parties agree that Customemsitii ASEs
itself. Global Crossing shall retain title to ASiBstalled at Customer’s premises and ASE’s shatiuigect to
the use restrictions which apply to Managed Devéstout in Section 3.1.2 above. On terminatiothef
Service for any reason, Customer will ship ASEsktiadGlobal Crossing or, at its option, make ASEailable
for collection by Global Crossing, in which caséeainstall fee will be payable by Customer. Custoemees
that completion of installation of IPVPN or DIA Cegrged Connection Type Ports (and/or local accessits
ordered in connection with those ports) shall rotbnditional upon installation of ASEs for the pses of the
installation guarantee in Section 4.8 above arfdfopurposes of billing commencement,
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5.3 Inthe event of the failure of an ASE, Global Cingswill remotely troubleshoot the issue to eststbif an ASE
needs to be repaired or replaced. Global Crossilitg agent will contact the Customer’s designatewtact
person to assist with troubleshooting, and, if seagy, will dispatch an engineer to repair or replde faulty
ASE. Faulty ASEs will be repaired or replaced witttiree (3) Business Days of determining that ai AS
requires repair or replacement.

5.4 As part of this Service feature, Global Crossintj priovide Customer with access to its uCommand teed
portal via which Customer may review limited regashd data collated by ASEs. In order to use thtegy,
Customer will be required to download and instalb&a software application from the Applications
Performance Management section of uCommand. Fqutposes of these terms and conditions, “Softivare
includes (a) the Java software application refetoed this Section, (b) any other software supptie Customer
on disks, diskettes, on-line, and/or as part ofAB&s provided to Customer, (c) any modifications,
enhancements and/or upgrades to and/or replacenfesush software and (d) any documentation pralide
connection with such software. Subject to the tesfithis Section 5, Global Crossing grants Custoamyalty-
free, non-exclusive, non-transferable, limitedtise right, solely for so long as ASEs are provie@ustomer
as part of the Service, to use the Software inraeswe with the terms of this Section 5. Custoroknawledges
that the Software contains the valuable trade seoféGlobal Crossing and its suppliers, and Custoagrees
not to cause or permit the reverse engineeringskation, disassembly, or decompilation of, or otlige to
attempt to derive the source code of, such Softwelnether in whole or in part, except to the extaat laws in
Customer’s jurisdiction give Customer the rightitoso to obtain information necessary to enablé&tifevare
to interoperate with other software; provided @astomer must first notify Global Crossing of itssde to
reverse engineer the Software, and Global Crosamyg in its discretion, either provide such intengtion
information to Customer or impose reasonable temasconditions on such use of the Software to enthat
Global Crossing’s and its suppliers’ proprietaghts are protected. Customer will not use, reprtedmodify,
prepare derivative works of, distribute, sublicersan, sell, or otherwise transfer the Softwararg manner or
for any purpose except as expressly permittedasethierms and conditions.

5.5 As between Global Crossing and the Customer, GlGbagsing and/or its suppliers will retain alldjtcopyright
and other proprietary rights in and to ASEs and3bftware. All rights in and to the foregoing ng@peessly
granted to Customer in these terms and conditibnseserved to Global Crossing and its suppliérs.
particular, but without limiting the generality thfe foregoing, no right to or license in the sourade for the
Software is granted hereunder. Customer will ndtstate, alter, or remove any copyright, trademarrkther
proprietary notice or legend on or in the Softw&@her than Global Crossing’s representations végpect to
the non infringement of third party intellectuabperty rights set forth in the Master Agreemeng, Sloftware is
provided ‘as is’ and without any warranty of angdki either express or implied, including but notited to,
implied warranties of merchantability and fithegs d particular purpose.

5.6 Notification will be provided for the following calitions:

. Unavailability of IPVPN Converged Connection Type,

. Excessive Latency within the parameters of Secti@ above,
. High Port Utilization (greater than 80% or 90% patitization),
. High class of service (CoS) utilization (greateartt80% or 90% CoS utilization), and

. Failure of power supply to the ASE.

As a condition of receiving these notifications sumers must provide and maintain a current endaitess for
delivery of notifications provided under this Seati

6. Global Crossing Service Applications

6.1 The table below sets out availability of eadbb@l Crossing Service Application in connectiorthathe three
available Converged Connection Types describedebov

Converged Connection Type
Service Application IPVPN DIA Third Party Internet Access
& Public Internet
IP VPN Available Available* Available*
DIA Available Available Not Available
VolP — Outbound Available** Available Available
VolP — Local Service Available** Available Availabl
VoIP — Toll Free Available** Available Available
VolP — On-Net Plus Available** Available Available
IP Videoconferencing Available Available Available
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Audio Conferencing Available*** Available*** Avaidble***
Web Conferencing Not Available Available Available
*Available via Remote VPN Access Service
** Requires Premium CoS at each IP VPN port
*** Available as a feature of VolP — On-Net PlusdaviolP-Outbound

6.2 IP VPN Service IP VPN Service provides the ability to transpdata between two or more Customer Sites via
the Global Crossing VPN Network, in a secure envinent at designated speeds in accordance withdBe C
option(s) (described in Section 2.1 above) selebie@ustomer at each IP VPN Converged Connectiqre Ty
port.

6.2.1 The following optional features are availaolelP VPN Service:

6.2.2SIA Service: Provides customers a low-cost and highly secuthoadeof accessing the Internet. SIAis
implemented on a secured gateway (“SIA Gatévagd facilitates Internet browsing outwards frerithin the
IP VPN. If Customer selects SIA, the applicable @rdorm shall specify the amount of bandwidth retgetto
be dedicated for this capability on one or mor&labal Crossing’s secure gateways up to a maximisd o
mbps per port. In addition to the SLA applying foe underlying IP VPN Converged Connection Typeb@lo
Crossing guarantees monthly SIA Service Availapiit 99.9% (<44 minutes of total Service Unavailiapi
where Service Availability means the ability of #Bastomer to send data packets through the SIAwagtand
across the Global Crossing IP Network. For SIA Serlnavailability in excess of 44 minutes, GloBabssing
will credit the Customer in accordance with Secdoh3 above. For the purpose of this Section, ‘MR€Eans
the agreed monthly recurring charge for dedicatedtlividth amount on the SIA Gateway requested by the
Customer. Global Crossing commits to configuring Service for Customer within thirty (30) days of
acceptance of Customer’s Order.

6.2.3 Remote VPN AccessEnables IP VPN Customers to set up a network amimmeand establish a secure tunnel
across the Public Internet between their remotatios and their IP VPN network, via configuratiamda
deployment of Global Crossing provided softwarerds or the deployment of managed routers. In addio
the SLA applying for the underlying IP VPN Convedgeonnection Type, Global Crossing guarantees niynth
Service Availability for Remote VPN Access Servirféd9.9% (<44 minutes of total Service Unavailabpjli
where Service Availability means the ability of t@astomer to access their secure VPN environmeoti¢jn
the Global Crossing Remote VPN Access GatewayRemnote VPN Access Service Unavailability in exaefss
44 minutes, Global Crossing will credit the Custorneaccordance with Section 4.1.3 above. For thggse of
this Section, ‘MRC’ means the agreed monthly rengrcharge for dedicated bandwidth amount on thadre
VPN Access Gateway requested by the Customer. Glioasing commits to configuring Remote VPN Access
Service for Customer within thirty (30) days of eptance of Customer’s Order.

6.2.4 Remote VPN Access with Hosted Radius Servicdf this option is selected by Customer, Globab<3ing will
provide end user authentication for Remote VPN Asd®obility) and Dial IP access in Global Crossing
Network servers. End user configuration is perfatrog the Customer through secure, private accesese
servers via Global Crossing’s uCommand web basedlp&lobal Crossing guarantees availability 0fo®23%6
for the authentication servers used in connectibh the Hosted Radius Service Option

6.2.5 Mobile IP Connect: Global Crossing Mobile IP Connect™ Service prosidastomers with the ability to access
the Internet from different geographic locationa miore than 40,000 dial in numbers, and broadbeceisa
points (including Wi-Fi hotspots) operated or pord by Global Crossing’s supplier, iPass, Inc anitéo
affiliates. Use of this service in conjunction withobal Crossing IP VPN Service facilitates conimats to
Customer’s corporate network from these locatiofise provision of Global Crossing Mobile IP Conri#ct
Service is subject to the specific service ternts@mnditions for the service set out at
www.globalcrossing.net/terms

6.2.6 RTP Header-Compression / Compressed RTP RERTis is method for decreasing the size of Voicer IP
(VolP) packet headers to reduce the bandwidth coaduAdditional charges apply to the provisionhot
service feature (if ordered), as set out in thee®Fbrm for the Service

6.2.7 Multicast VPN: This service feature facilathe simultaneous delivery of information frosiregle sender to
multiple receivers across the VPN network. Addidbcharges apply to the provision of this servieattire (if
ordered), as set out in the Order Form for the iServ

6.3 Dedicated Internet Access (DIA) DIA provides Tier 1 Global Internet Access serwi@@ connection at
designated speeds into Global Crossing’s IP Netab&lobal Crossing Points of Presence (POPSs).
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6.3.1 The following optional features are availableonnection with DIA Service; additional charggsply to the
provision of these service features (if ordered)set out in the Order Form for the Service.

. Multicast: This service feature facilitates the sitaneous delivery of information from a single dento
multiple receivers across the IP network.

. Domain Name Registration — registration of domamas for Customer.

. Domain Name Transfer — submission of requestseaadfistrar to transfer a Customer’s domain nantgdobal
Crossing.

. Primary DNS - hosting of Customer domain names lop& Crossing, all of customer’s DNS traffic wilé sent
to Global Crossing

. Secondary DNS - Global Crossing is used as a baftkupe customer’'s DNS traffic, if the customeapismary
host, goes down, all of Customer’s DNS trafficamporarily re-routed to Global Crossing’s DNS sesve

. IP Addressing — assignment of Customer’s requeastedber of IP addresses.

. Mirapoint Email - for small mailbox Customers, damaccessed via POP or IMAP, optionally using SSL
encryption for security.

. Store and Forward — Global Crossing will store Uindeable Email and attempt to re-deliver.

6.4 The SLA applying to the provision of IP VPN dbtA Service (as set out in Section 4 above) isedejant upon
the underlying Converged Connection Type selecteithé® Customer at each Customer Site. If the Cogede
Connection Type is a VPN or DIA port, the termsSSiection 4.0 above apply. If the Converged Conoacti
Type is third-party Internet access or public Inaty no SLA, excepting any SLA specified for suem&e in
Section 4.2, above, will be applied to VPN or DIérices provisioned on that port.

6.5 Global Crossing Enterprise VoIP ServicesGlobal Crossing Enterprise VolP Outbound Servic&Mpal
Crossing Enterprise VolIP Local Service™ and Gldbaissing Enterprise VoIP Toll Free Service™ provide
packetized interconnection for access, transpattamination of voice traffic over Global Crosss¢P
Network. The provision of Global Crossing EnterprigolP Services is subject to the specific sertécms and
conditions for those services set out at www.glotwesing.net/terms

6.6 |P Collaboration Services: Video, Audio & Web Conérencing IP Videoconferencing Service provides secure
access to Global Crossing’s videoconferencing hgdtcilities for bridging of enhanced video seescAudio
conferencing provides access to the Global Croggisgrvationless audio conferencing service / Réagss
via Outbound VolP (as described above). Web conééng provides access to Global Crossing’s suitseif
conferencing services that are ordered in conjanatiith Ready Access. The provision of Global Cirgs
Collaboration Services is subject to the spec#ivise terms and conditions for those servicesseat
www.globalcrossing.net/terms

7. General terms and exclusions applying to SLAs

7.1 SLA credits are calculated after deduction of @tdunts and other special pricing arrangements aa@ not
applied to governmental fees, taxes, surchargesiamthr additional charges.

7.2 If an incident affects the performance of the Sanand results in a period of Service Unavailahiéntitling
Customer to one or more credits under different $latameters, only the single highest credit apglyimrespect
of that incident will be applied PROVIDED that tliees not apply to any additional credit entitlemehich may
apply under Sections 4.6 or 4.7 (MTTR / TTR).

7.3 In no event will SLA credits in any calendar moettteed 100% of the total MRCs payable by Custoorethi
applicable Converged Connection Type or Serviceligafon (as applicable) in that month.

7.4 All approved SLA credits for a given month will betaled and applied to Customer’s next followingdite for
the Service, or as promptly thereafter as is praktin the event of a dispute. SLA credits mustdrpiested within
30 calendar days of the end of the month in whiditlement to an SLA credit arose.

7.5 SLAs apply to newly installed services and to Ssrveconfigurations requested by Customer commgrarirthe
next calendar day following (i) the Service Commeament Date or (ii) completion of the Service reagunfation,
as applicable.

7.6 SLA credits and/or termination rights provided iiothese terms and conditions are Customer’s exelus
remedies with respect to items covered in thesast@nd conditions.
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7.7 SLA credits are not payable on the basis of incetepbr inaccurate reporting of compliance with Shétrics
caused by inaccurate or incomplete configuratidorination provided by Customer.

7.8 Except where specifically provided for in theserterand conditions, no service level guarantees/dppl
Customer traffic while it is being carried / trarited on third party networks

7.9 No SLA credit shall apply to the failure of the Gee to comply with an SLA, or to any period of Gee
Unavailability, caused, in whole or part, by anyttod following:

. a failure of Customer’s premises equipment or egeipt of a Customer’s vendor (not covered by MNS);
. power failure at the Customer’s premises;

. a failure in local access facilities connecting ¢hestomer to Global Crossing’s network which are no
provided by Global Crossing, unless otherwise digeki

. force majeure events as defined under the Mastezelgent;

. any act or omission of Customer or any third pértgluding but not limited to, Customer’s agents,
contractors or vendors), including, but not limited(i) failing to provide Global Crossing adequateess
to facilities for testing, (ii) failing to providaccess to Customer premises as reasonably redpyir@tbbal
Crossing (or its agents) to enable Global Crosgrgpmply with its obligations regarding the Seeyiii)
failing to take any remedial action in relationat&ervice as recommended by Global Crossing, or
otherwise preventing Global Crossing from doingad(jiv) any act or omission which causes Global
Crossing to be unable to meet any of the SLASs;

. customer’s negligence or willful misconduct, whitlay include Customer’s failure to follow agreed-npo
procedures;

. Over delivery of traffic to individual IP VPN or Blports which either exceeds the bandwidth for
individual CoS allocations or attempts to exceetrldherall bandwidth available for the applicabletpo

. Subject to Section 4.1.2 above, any scheduled preanice periods when Customer has been informed of
such maintenance, and emergency maintenance; or

. disconnection or suspension of the Service by GlGbassing pursuant to a right to do so under tlaeter
Agreement or these terms and conditions.

8. Media Converters

8.1 If requested by Customer and agreed to by Glotmssing in each instance, Global Crossing \aitilitate the
connection of media (CATS5 to Fiber) converters (téeConvertery to Customer's IP VPN or DIA ports at
Global Crossing premises. Media Converters shafirbeided by Customer and connected at Custon@es s
risk. Global Crossing shall have no obligationsni@intain and/or replace Media Converters, whicHl sleathe
sole responsibility of Customer. Customer undedgand acknowledges that access by Customer agetss
to Global Crossing facilities for the purpose ddtadlation, maintenance and/or replacement of MEdiaverters
shall be at Global Crossing's sole discretion dradl e subject to Global Crossing's access angrisgpolicies
and procedures at the premises concerned. Cusstraktibe responsible for, and shall indemnify Globa
Crossing against, any and all damage caused taaBRybssing equipment and/or premises arising btlieo
connection of Customer's Media Converters at Gl@aksing premises.

CUSTOMER GLOBAL CROSSING
By By
Name Name
Title Title
Date Date
Full Customer Name: Master Agreement Reference No.
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