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Lumen and InteProIQ
Cyber security solutions

Email phishing simulation 
ONEPHISHTM

OnePhish allows organizations to send out phishing 
emails to employees, testing them and ultimately 
preparing them for real attacks.

Automated workflow: Step-by-step instructions 
make creating tests quick and easy. No training is 
required to conduct testing, allowing anyone within 
the organization the ability to administer.

Centralized control: Easy-to-use dashboard 
provides a single location to see the status of 
all tests, including those awaiting authorization, 
scheduled or running.

Template library: Create phishing tests entirely 
from scratch, or utilize the template library, offering 
50+ industry- driven templates.

Advanced reporting: Comprehensive reporting 
allows administrator(s) to see summary reports for 
a high-level view or detailed reports on individual 
employee actions. All data can be exported for use 
in other systems.

Building a culture of security 
Training is the least expensive, yet most broadly cost-effective step any organization can take to 
prepare for the seemingly inevitable breach. Through email phishing simulations and cyber security 
training, Lumen and InteProIQ focus on the human elements of cyber security. By building a culture 
of security within an organization, employees are empowered to act as a strong first line of defense.

Lumen Professional Security Services extend our vast network of security 
expertise through hands-on support for organizations battling limited or 
overtaxed resources so you can refocus your highly specialized security 
staff on what’s most important to your business.

Cyber security training WORKWISETM

WorkWise™ provides cyber security awareness training 
to employees, empowering them to act as the first line of 
defense for any organization.

What every employee needs to know
Entirely online, the suite of seven training topics are built to 
increase employee awareness of cyber security threats and 
reduce the risk of organizational security breaches.

Time commitment
Total time commitment is approximately 90 minutes for all 
seven training topics to be completed. Self-paced training is 
bookmark capable allowing flexibility for the busy employee.

Certificate of completion
Upon completion of assigned training courses, employees 
will receive a downloadable certificate of completion.

Advanced reporting
Comprehensive reporting capabilities allow administrator(s) 
to see the progress and completion by employee, course and 
curriculum. All data can be exported for use in other systems.


